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13.1.1.2	TLS protection based on 3gpp-Sbi-Target-apiRoot HTTP header 
The NF uses the 3gpp-Sbi-Target-apiRoot HTTP header in the HTTP Request to convey the target FQDN to the SEPP.
If PRINS is used on the N32-f interface, the following applies: The SEPP shall use the 3gpp-Sbi-Target-apiRoot header to obtain the apiRoot to be used in the request URI of the protected HTTP Request. It removes the 3gpp-Sbi-Target-apiRoot header before forwarding the protected HTTP Request on the N32-f interface. 
If TLS is used on the N32 interface, the following applies: The SEPP shall replace the authority header in the HTTP Request with the FQDN of the receiving SEPP before forwarding the protected HTTP Request on the N32 interface. The SEPP shall not change the 3gpp-Sbi-Target-apiRoot header.
NOTE: This solution does not require the SEPP to support TLS wildcard certificate for its domain name during TLS setup, nor the SEPP to generate a telescopic FQDN for the target FQDN.
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